**Cuestionario**

***1.-Seguridad de la información***

1. **¿Los empleados reciben capacitación periódica en temas relacionados con cumplimientos, ética y seguridad?**
2. **¿Se realiza un análisis de riesgos de seguridad de la información de forma periódica?**

***2.-Infraestructura tecnológica***

1. **¿Los lenguajes de programación y marcado en el desarrollo y diseño de software son modernos y estables?**
2. **¿La empresa tiene implementado un sistema de respaldo de información? ¿Cuál? Dar opciones**

***3.-Desarrollo y Mantenimiento***

1. **¿Cuáles son las políticas por las cuales el sistema asegura la clasificación correcta de las incidencias del software?**
2. **¿Se cuenta con un registro de incidencias y solicitudes de cambo y como se priorizan?**

***4.-Procedimientos y control interno***

1. **¿La empresa cuenta con manuales o políticas documentadas para sus procesos operativos y administrativos?**
2. **¿Existen controles específicos para los riesgos más críticos?**

***5.-Evaluacion General***

1. **¿Se cuenta con herramientas para consulta de documentación técnica del sistema desarrollado?**
2. **¿Qué indicadores de desarrollo utiliza el software?**